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Notice of Amendments relating to Terms and Conditions for the Security Authentication Service of 328 Business
Banking
With effect from 1 March 2026 ("Effective Date"), the Terms and Conditions for the Security Authentication Service of

328 Business Banking will be amended as follows. The amendments aim to enhance security measures and comply
with relevant regulatory requirements to protect customer data and transaction safety.

Clause Content (deletion is crossed out, addition and changes are shaded in grey)
Name of T&C Terms and Conditions for the Security Authentication Service of 328 Business e-Banking
2 The Service (i) provides you an alternative means to log into 328 Business Mobile Banking

Service ("Mobile Banking"); ard/e+r328Business-e-BankingService{"e-Banking™}: and (ii)
allows you to (instead of using the Security Code (defined in the Master Terms and Conditions
of the Bank)) give instructions and make applications to the Bank through the Internet or other
electronic means acceptable to the Bank via our 328 Business Mobile Application (the "App") by
using your biometric authentication record(s) stored on your designated mobile device* or self-
assigned security passcode.

*Designated mobile device means a mobile device which is compatible to the App and Service
as may be announced by us from time to time. Please contact us for the updated list of such
designated mobile devices.

5 You acknowledge and agree that in order to use the Service through Mobile Banking and / or
328 Business e-Banking Service ("e-Banking"):
5.2 You must install the latest version of the App on a designated mobile device;
5.4 You must register the Service through Mobile Banking-by-using-the-one-timepassword-sentto
bl I . i Bank;
5.7 Purpose and manner of processing personal information: You consent to and authorise the

Bank to engage third-party service providers and their affiliates, and, where necessary, request
relevant government authorities (collectively, the "Data Processors") to use and process the
identity verification data you provide for the purpose of verifying your identity(ies) and/or the
identity(ies) of your users of the Bank's 328 Business e-Banking services in the Hong Kong
Special Administrative Region and Chinese Mainland (as the case may be), including but not
limited to any photos and images, and bank records (if applicable), and to transmit the
verification results to the Bank.

5.8 You acknowledge and, based on the Bank's clear disclosure of the following, provide the following
separate consents regarding the specific processing activities described in clause 5.7:

(i) Regarding the processing of sensitive personal information as defined under the
Personal Information Protection Law of the People's Republic of China and related laws
and regulations: You acknowledge, and explicitly and separately consent that, to perform the
identity verification processes described in clause 5.7, the Bank will process the following
sensitive personal information - the specific scope of such sensitive personal information
includes but is not limited to information contained in identification documents (including chip,
name, gender, date of birth, (if applicable) address, (if applicable) race, (if applicable) national
ID number, issuing authority, validity period, (if applicable) nationality and card / ID number),
live facial photos, dynamic videos (if applicable) and facial recognition features taken on-site
by you and/or your users.

(a) Necessity: Collecting such sensitive personal information is a necessary technical means
to conduct remote in-person verification and prevent fraud risk. If not provided, you and/or
your users will not be able to complete identity verification via online channels.

(b) Impact on rights and interests: The Bank and the Data Processors will take strict security
measures to protect such information. In the event of leakage or illegal use, it may result
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in infringement upon your or your users' personal dignity or pose a threat to personal and
property safety.

(c) Retention period: Personal data will only be accessed to the minimum extent necessary
for verification purposes and will be deleted after the verification is completed and within
the time limits prescribed by the applicable laws and regulations.

(ii) Entrusted processing and provision of personal information to third parties: You
acknowledge, and explicitly, separately consent that, to achieve the purpose described in
clause 5.7, the Bank may provide your personal information to the third-party Data Processors
entrusted by the Bank from time to time (including but not limited to the Public Security Bureau
of the People's Republic of China and other relevant government authorities (collectively
referred to as the "Public Security Bureau")), who will assist in processing the aforementioned
information.

(i) Regarding the cross-border provision of personal data: You are aware of, and explicitly
and separately consent that, for the purposes described in clause 5.7, the Bank may transfer
your or your users' personal data to servers and/or the Data Processors located in Chinese
Mainland and the Hong Kong Special Administrative Region (as the case may be) for storage
and processing in the following manner. You acknowledge the potential risks associated with
such cross-border transfers and the means to exercise personal rights.

(a) Processing method: Receive encrypted personal information, verify the authenticity of the
user's identity information by connecting to the Public Security Bureau's data sources, and
return the verification results.

(b) Data retention period and your rights: The Data Processor will only access personal data
to the minimum extent necessary for verification purposes and will delete the relevant data
after verification is completed and in accordance with the period specified by the applicable
laws and regulations; the Bank will retain verification records according to anti-money
laundering and related legal requirements.

(c) Personal rights: If you or your users wish to exercise the right to access, copy, correct, or
delete personal information with the data recipient(s), you or your users may directly
contact the data recipient(s) or contact the Bank for handling.

(iv) Disclaimer and risk notice: You agree that the use of your data by the Data Processors
cannot serve as any basis for complaints, claims, lawsuits, demands, grounds for litigation or
legal proceedings against the Bank.

(v) Disclaimer and risk notice: You are aware that the Bank's Online Identity Verification is driven
by artificial intelligence (Al) technology and carries risks. The system may erroneously refuse
to verify you and/or your users who possess(es) genuine identity(ies), resulting in your failure
and/or the failure of your users to complete identity verification. You also agree that, if you
and/or your users fail to complete the above verification, you and/or your users may need to
call the Bank's Customer Service Hotline or visit any branch of the Bank in person for identity

verification.

6 You may still choose to log into Mobile Banking via the App and e-Banking via Internet browsers
with Group ID, User ID, password and a SMS one-time password notwithstanding our provision
of the Service. However, to ensure the security of your account, we recommend you to log into
Mobile Banking on the mobile device through which the Service has been registered, with
biometric authentication or self-assigned security passcode authentication.

10 - ;

101

102

4110 We recommend you to allow receiving push notifications ferfrom the App on your designated

mobile device. Otherwise, you will not be receiving notifications from the App and may not
utilize certain part or parts of the Service.
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46:315.3 you-fai-te-input-self-assigned-security-passcodeforS5-consecutive-times;
you have exceeded the maximum number of attempts as permitted by the Bank for self-
assigned security passcode authentication and/or biometric authentication and thereby failing
to log into Mobile Banking and/or authorize transactions;

16.515.4 you instruct the Bank to do so;—e¥

15.5 you fail the identity re-verification conducted by the Bank,
¥eu-and you are required to re-register for or re-activate the Service.

1716 You should not use face ID authentication or facial recognition if you have an identical twin

sibling or a sibling who looks like you, in which case you should use etherform-ofapproved
authentication-the self-assigned security passcode authentication as permitted by the Bank to

access Mobile Banking, e-Banking and any other mobile applications that we may support from
time to time. The probability of a false match using face ID authentication and facial recognition
varies in some cases, such as for twins or siblings who look alike or adolescents, and the
disabling of "Require Attention for Facial Recognition" function from your device settings.
Please accept the associated risks and consequences if you continue to enable the face ID
authentication and / or facial recognition.

Please note that you may refuse to accept the above amendments by terminating the security authentication service
provided by Dah Sing Bank, Limited ("Bank") ("Service"). Otherwise, the above amendments shall be binding on you if
you continue to access to the latest version of 328 Business Mobile Application and/or use the latest version of the
Service on or after the Effective Date. Please also note that the Bank may not be able to continue to provide you with
the Service if you do not accept the above amendments.

In the event of any inconsistency between the English and Chinese versions of this document, the English version

shall prevail.

Dah Sing Bank, Limited

Feb 2026
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